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INTRODUCTION

Financial innovation has given great importance to sustainability. The Sustainable Finance Strategy represents 
one of the central points of the European agenda, and Fintech offers important opportunities in this field (Mac-
chiavello and Siri 2020). However, some “valuable” Fintech instruments seem to not have been adequately consid-
ered. The reference is to Bitcoin and to the “crypto-industry”. At the present day, Bitcoin has a market cap of $731 
billion, being at the 9th place in the ranking of assets market cap, immediately after Facebook ($1,012 billion) and 
before Tesla ($675 billion) (CompaniesMarketCap 2021). In addition, the total market cap of the first 10 crypto-
assets is equal to $1,270 billion (CoinGecko 2021), a market cap value near to the one of silver ($1,399 billion).

The most common public belief about Bitcoin and sustainability is that Bitcoin is polluting the ecosystem 
(Aratani 2021; Rowlatt 2021; Business Standard 2019; McMaster 2017). Immediately, the concept is extended to 
Distributed Ledger Technologies (DLTs), to blockchain and to all the related innovations.

Research on Bitcoin sustainability started in 2015 (Giungato et al. 2017). The controversial question of Bitcoin 
sustainability arises from the fact that Bitcoin protocol has been programmed to let this cryptocurrency become a 
scarce resource. The more Bitcoins are mined, the harder it is to mine more. This leads to the increased amount 
of energy spent in the process of mining (Giungato et al. 2017, 3).

There is a common conception that Bitcoin creation is an energy-consumptive activity. Cambridge University 
has conducted a comparison study on Bitcoin energy consumption (Cambridge Centre for Alternative Finance n. d.).

The research showed that Bitcoin ranks 39th in annual electricity consumption at 73.0 TWh, which is more 
than the electricity consumption of the entire country of Bangladesh (at 70.6 TWh), but slightly less than of Chile 
(at 75 TWh per year) 1. However, Bitcoin’s annual electricity consumption is still far less than that of Gold min-
ing (131 TWh per year).

Notwithstanding the above, some research shows that there is still some uncertainty on the precise amount of 
energy used by Bitcoin-related activities and on ways of energy consumption calculation (Stoll et al. year).

The aim of this paper is to clarify this uncertainty in order to show, on the one hand, that DLT is not “pollut-
ing”, but that pollutions come from the way each miner decides to conduct their business. On the other hand, a 
DLT system can be considered sustainable thanks to its capacity to solve a various number of environmental prob-
lems “related” to how businesses are conducted.)

1 However, the first country is China (6453.17 TWh per year) followed by USA (3843 TWh per year) and India (1277 TWh per year)
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1. FUNCTIONING OF BLOCKCHAIN TECHNOLOGY. 
WHERE DOES THE DANGER FOR THE ECOSYSTEM COME FROM?

1.1. Blockchain and DLT. A brief overview
Blockchain is a form of DLT, a technology based on a decentralized register managed by a peer-to-peer net-

work. This database can keep the record of the transactions made by its participants independently of a unique 
and centralized authority that manages the system.

DLT allows transparency and full disintermediation.
Transparency is derived from the fact that most blockchain protocols can be consulted by anyone. This means 

that anyone can read all the transactions made, as well as the number of crypto-assets contained in a wallet or the 
code of the software (i. e., smart contracts) deployed on it.

Disintermediation means, inter alia, that anyone can participate in the network to run a “node”. The nodes 
possess a full copy of the register containing the information on all the transactions made and on all the software 
deployed within the blockchain. Nodes, also, participate in block-validation activities, checking if the information 
which can be stored in the next block is coherent with the previously recorded one 2.

1.2. Energy consumption and consensus mechanisms
A distributed ledger requires a secure mechanism to store information. Each node –  owning a copy of the register –  

could easily change the data stored, creating potential confusion or, at the worst, cheating. To store information in a 
secure way, in order to avoid double spending and manipulations, blockchain adopts specific systems known as “con-
sensus mechanisms”. According to a common definition a consensus mechanism is “a fault-tolerant mechanism that 
is used in computer and blockchain systems to achieve the necessary agreement on a single data value or a single state 
of the network among distributed processes or multi-agent systems, such as with cryptocurrencies” (Investopedia.com 
n. d.). One of the first adopted (and actually used by Bitcoin protocol) is the one called Proof-of-Work (PoW).

A PoW-based blockchain requires validators to have done “some works” to connect blocks of information. For 
instance, Bitcoin protocol requires to solve a sort of “cryptographic puzzle” to find a number with specific char-
acteristics that permits the connection of two blocks of information. Here, the first miner who solves the puzzle 
receives a payment from the protocol, equal to a specific amount of Bitcoin.

Thanks to this system, each node of the blockchain can verify if the data of the copy of the register has been 
altered. An alteration, indeed, will imply that each block shall be connected by a number that is different from the 
one recorded and already shared with the network.

In order to benefit from its protection, PoW requires miners to spend lots of energy. This energy is consumed 
by the powerful processors used by miners to solve the “cryptographic puzzle” before other miners get per se the 
rewards. The PoW system makes altering the information stored a very difficult activity.

Indeed, in order to alter a sequence of blocks, the PoW system requires the solving of the “cryptographic puz-
zle” for each block. In order to do so, it is necessary to spend all the energy that has already been spent to “solve 
the puzzle” of all the blocks that a “malicious” node wants to alter. In addition, this energy consumption activity 
has to be completed before an additional block is created 3.

1.2. Token and tokenization
The information that could be recorded on a DLT can have the form of (1) tokens and/or (2) smart contracts.
A token can be defined as a record in favor of a participant that lets them be recognized by the entity who 

released the token as the holder of a precise amount and/or kind of rights. So, from a technical point of view, a 
token is nothing else than a simple registration in favor of its holder. From a functional point of view, it is the in-
formatic “instrument” through which the holder may exercise a precise kind of rights towards the offering entity 
(Furnari 2018). Those rights are, indeed, the subject of the offer itself, that is, what an investor will gain in buying 

2 For instance, if in block no. 8 Alice is recorded to possess 10 tokens, and if she decides to transfer 5 tokens in the following 
block, the information that needs to be stored is that Alice holds 5 tokens. If a node “writes down” that Alice still holds 10 tokens, 
that information is not stored because the block is not validated.

3 This, according to Bitcoin protocol, happens each 10 minutes; 13 seconds is the time to create a new block on the Ethereum 
blockchain.
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the offered token (Furnari 2018, 144). Sometimes they confer access to a service provided by the platform (utility 
tokens). In other cases, they confer voting or economic rights towards the issuing company (investment tokens).

After being issued, tokens can be sent to or exchanged with other participants. They are easily stored by their 
owners using a “wallet”, that is a software that stores the private key to interact with the blockchain. Wallet ser-
vices can be offered by third parties, but more often token-holders uses non-third-party wallets. This enables each 
token holder to maintain a complete power on their tokens. As per the mere holding, the exchange of tokens does 
not require any third party to be completed. These two characteristics highlight how, not only the infrastructure 
(i. e., the DLT), but also the “objects” of the infrastructure (i. e., the tokens) are disintermediated.

This high level of disintermediation gives the rise to a phenomenon called tokenization. Tokenization is the pos-
sibility to turn a specific “right” into a token. The only existing limits are, at most, the legal ones 4. Tokenized rights 
can circulate and be held without the limits given by potential gatekeepers (i. e., intermediaries) or technological 
limitations (Lener and Furnari 2020).

Advantages given by tokenization are various. One of the most important is the ability to transfer the right in-
corporated in them by just transferring the token.

1.4. Origins of tokens
Tokens are usually created by a blockchain protocol or by a smart contract. Smart contracts are algorithmic 

sequences (i. e., softwares), elaborated by virtual machines, sorts of “big phantom computers” created by the power 
of calculation given by the nodes of the blockchain.

As all information is recorded on the blockchain, smart contracts acquire the same fundamental qualities of the block-
chain on which they “run”. This fact makes them suitable for the execution of contracts (from which they took their name). 
Indeed, as on all software, smart contracts are self-executing; but being launched on a blockchain, they are also unstop-
pable. If a smart contract is programmed to perform a determined action, it will work until the action is completed. If a 
precise mechanism to stop its functioning has not been “programmed” by the party who launched it, nobody can stop its 
functioning without taking control of 51% of the power of calculation alimenting the blockchain (Furnari 2019).

This also means that a smart contract completely lacks human interaction for its execution. In this way it can 
be used to perform obligations deriving from a real contract that could be written within the smart contract itself 5. 
A contract of this kind could help the managing of the performance execution since there is no need for the in-
terpretation of the contract terms. The parties to the agreement do not need to trust each other before the conclu-
sion of the agreement since its execution is fully automated. This principle applies particularly to the collection of 
money through the launch of an Initial Coin Offering (ICO) or to providing different kinds of services (including 
financial ones). If the collection of money is managed using a smart contract, this program will automatically de-
liver the token in exchange for the money received.

Finally, smart contracts can be also used by the issuer to “strongly” grant the right attached to the token dis-
tributed. For instance, if a token grants access to a specific service of the issuer, and if the access is regulated with 
the use of a smart contract, the buyer of the token could be sure that they will enjoy the service they paid for.

2. WHAT IS SUSTAINABILITY

Much research has provided different definitions of sustainability (Allen and Hoekstra 1993; Moore 2017). 
However, there is still the lack of a standard one. The lack of a standard definition of sustainability arises from the 
fact that the topic is being researched in various fields: from ecology to corporate governance and business devel-
opment (Moore 2017; Ferrarini 2020; De Hoo and Olaerts 2011).

Notwithstanding this, it is still possible to agree on the fact that sustainability is a quality of a system that per-
mits it to (i) reduce or eliminates various kind of costs; (ii) avoid or resolve scarcity problems; and (iii) avoid or 
react to various type of fragility. The more a system is “sustainable”, the more it manages the solution of those 
difficulties (costs, problems, and fragilities) (Di Paola 2016).

The adoption of this definition to blockchain-based systems leads to the conclusion that it is not true to say that 
blockchain technology is unsustainable.

4 The rights that most commonly are tokenized are credit rights under various forms. Utility tokens and investment tokens are 
the tokenized version of consumer (the right to obtain a good or a service) or investment (the right to vote or to dividends) rights.

5 To be more precise, they can perform the role of an “online vending machines” to highlight their basic function of executing a 
predetermined action in response of a precise input.
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At most, what is truly unsustainable is the way some miners conduct their job. Here it is clear that, if the energy 
used to perform PoW activities comes from carbon fuel, the emissions cause pollutions that are an important cost 
for the environment, creating (instead of resolving) various kinds of fragilities. This clarification is fundamental 
since it demonstrates that blockchain is not polluting per se, but its environmental impact depends on how a miner 
decides to power their engines. Indeed, it is clear that the same environmental problems will not arise if the same 
activities are conducted using solar or similar energies and more eco-friendly sources.

However, it is still possible to argue that, as far as a system requires great amounts of energy to operate, it could 
not be called fully “sustainable”. This implies the need to take into account some additional considerations in or-
der to show how a blockchain-based system (and so tokenization) can be seen as sustainable.

3. SUSTAINABLE BY TECHNOLOGY

One of the first attempts to solve blockchain environmental issues deals with the substitution of PoW consen-
sus mechanism with more energy efficient solutions. One of these is Proof-of-Stake (PoS) (Saleh 2021; Chohan 
2018; He et al. 2020).

The PoS consensus mechanism overcomes the problem of selecting the validator nodes on the ground of the 
amount of work performed (and so on the energy consumed). Here validators are selected randomly between those 
who possess a certain amount of tokens (the “stake”) and some additional related characteristics (Chohan 2018, 2).

For instance, in the “Randomized Block Selection” method, validators are chosen randomly among those who 
have a combination of the lowest hash value and the highest stake. In the “Coin Age Selection” method, validators 
are chosen based on how long their tokens have been staked 6. Here once a node has validated a block, he/she must 
wait a certain period of time before being able to validate another block. In this way it is possible to prevent bigger 
validators to obtain the control over the blockchain.

PoS mechanism demonstrates the existence of sustainable ways to make a blockchain work. Indeed, as distinct 
from PoW, PoS is not based on the energy consumed to permit the functioning of the validation process.

Its sustainability, in addition, does not alter its safety from the cyber secure point of view; PoS systems are still 
secure as PoW (Thapa et al. 2019).

This is true thanks to the fact that the staked tokens function as a “bail” for the validator to not indulge in 
fraudulent activities. Indeed, fraudulent activities are sanctioned detaining part of the token staked.

The other aspect that increases security in PoS-adopting blockchains is the higher level of decentralization that 
is possible to achieve. In comparison with PoW systems –  where the amount of power that is necessary to validate 
a block induces the creation of big mining pool, with a clear oligopoly risk –  PoS makes it possible for almost ev-
eryone to run a node because it lowers the entry barriers of validations activities. This fact favours a wider distribu-
tion of the tokens needed to run the node, making attacks more difficult to be performed. This is truer because if 
in PoW-adopting blockchains, to make a so-called “51% attack” there is the need to control the 51% of the mining 
power, in PoS it is necessary to possess the 51% of all the tokens issued (John et al. 2020).

4. SUSTAINABLE BY BUSINESS

Apart from technological innovations, a blockchain based system could be considered sustainable thanks to the 
innovative types of business models, based on tokenization, that they permit to develop.

The use of tokenization can change the way in which businesses is done, making it more sustainable. Wide research 
exists, for instance, in the field of food and, more in general, on the supply chain. In this sector, the advantages for sus-
tainability in using blockchain systems have already been proved (Lund et al. 2019; Sulkowski 2018; Medhi 2019).

Another sector studied from this point of view is the financial one. This industry can be revolutionized in two 
different ways. On the one hand, blockchain technology can implement the way in which financial services are 
have already been provided to the public. On the other, blockchain technologies can foster new ways to provide 
financial services.

The first of these two sides of the same coin has been already extensively analysed (Peters and Panayi 2015; Guo 
and Liang 2016; Wu and Liang 2017; Cocco et al. 2017; Harris and Wonglimpiyarat 2019; Popova and Butakova 
2019; Lu et al. 2019; Wang et al. 2019).

6 Token age is calculated by multiplying the days the token has been held as stake by the number of tokens staked.
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With sustainability defined as “the quality of a system to reduce or eliminate various kinds of costs”, a tech-
nological innovation would be more sustainable, with increased potential capacity to change completely the way 
a business is conducted.

From this point of view, it should be noted that tokenization allows the offering financial services without the 
need for financial intermediaries. This is possible in what is called “Decentralized Finance” (or DeFi), a new way 
in which financial services may be offered by algorithmic protocols.

DeFi is a very recent evolution of finance, first appearing in 2017 on the Ethereum Blockchain. It started with 
the MakerDAO Protocol 7 and rapidly evolved into a rich ecosystem, whose value has reached nearly $87 billion 
in May 2021.

Taking inspiration from Bitcoin and its underlying technology, DeFi permits financial services to be offered 
without the need for intermediaries and central authorities to manage and control the system. In this way, proto-
col-base intermediaries (as opposed to the human-based ones) can reduce the costs for a single transaction while 
offering users a direct control over their financial assets.

So, DeFi substitutes traditional financial intermediaries deploying unique business models which function us-
ing protocols running on blockchain technology. A protocol can be defined as an algorithm or as a software em-
bodied in a smart contract. Protocols offer their services independently from a physical or a legal person, directed 
by a group of developers through a decentralized organization or even a Decentralized Autonomous Organization.

This circumstance reduces the number of people and the related costs (also for the environment) traditionally 
correlated with the providing of financial services.

A brief overview of the most common protocols of DeFi ecosystem will be useful to understand how it is pos-
sible to offer services very similar to traditional financial services, through a series of smart contracts deployed on 
a blockchain.

Lending Protocols offer services very similar to the ones offered by banks in lending money. Decentralized Ex-
changes (DEX) using the Automated Market Makers (AMM) system permits the creation of market infrastructures 
and the managing of markets for tokens. Launchpad Platforms permits the offering of crypto-assets to the public, 
resembling traditional IPOs through ICOs.

4.1. Lending protocols
Lending protocols allow users to become lenders or borrowers of tokens. This becomes possible via the use of 

smart contracts that permit the platform user to “deposit” tokens within a smart contract to receive back (auto-
matically) an interest on the assets deposited (Castro-Iragorri 2021).

The tokens deposited become available for borrowing to other users. Who wants to borrow tokens and provide a 
guarantee that at the time of the borrowing, they will be valued more than the borrowed tokens? In particular, for 
each asset lent is associated with a collateralization ratio which is the limit a borrow can be obtained providing the 
asset as a guarantee. This means that, initially, all borrows are over-collateralized. A drop in the value of the collat-
eralized tokens may cause the collateralization ratio limit to be exceeded. If this happens, the protocol sells the assets 
given as a guarantee, repays the loan, and gives back the difference minus a penalty (that usually is the 10% of the 
value liquidated).

Lending protocols permits users to obtain liquidity while not selling their token holdings. In this way, they may 
still benefit from potential increases in value. Another benefit of using a Lending protocol could be simply the 
intention to increase their leverage on certain trading positions. Finally, the Lending Protocol permits the short-
selling 8 of assets.

4.2. DEXes
DEXes are DeFi protocols that let users exchange tokens for other tokens. The most famous DEXes, instead 

of running a “classic” order book, implement AMM systems to increase their productivity and to avoid lack of 
liquidity (Mohan 2020; Capponi and Jia 2021; Aspris et al. 2021).

Considering their importance in the functioning of the DEX, an AMM could actually be defined as a type of 
decentralized exchange (DEX) that uses a specific formula to price assets.

7 For more information, please see the official website https://makerdao.com/en/
8 To do so, it is necessary to borrow the asset that the user wants to short sell, changing it on a DEX for a stable coin and then 

repaying back the borrow buying back the borrowed token when their value just decreased.
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An AMM needs the creation of trading pairs to work. Its innovation lies in the fact that there is no need to have 
an actual counterparty (i. e., another trader) to perform the exchange. Indeed, users interact with a smart contract 
in which a “pool” of the two assets composing the pair has been created by other users. Those users act as Liquid-
ity providers and receive a fee for all the trades performed using their pooled assets.

When the tokens are deposited, the pool is composed of an amount of assets having the same value. In this way, 
when an exchange is requested, the protocol exchanges the required asset at the same value as the one provided, 
less fee, which increases the pool.

If the demand for one of the two assets increases, so does its price. So, the protocol rebalances the amount of 
tokens composing the pool in such a way that they always have the same value. This mechanism creates a specific 
risk for liquidity providers called Impermanent Loss 9.

4.3. Launchpads and ICO
Launchpads are platforms that permit users to participate in Initial Coin Offerings (ICO).

An ICO is an offering to the public of tokens for the collection of money. From this point of view, it can be 
defined as a more advanced technological version of crowdfunding (Furnari 2021).

A particular phase of the collecting procedure, which is worth mentioning, is the so-called “Airdrop”, a way 
of spreading new tokens for free. The scope of airdrops is to speed up token adoption with a clear marketing 
purpose 10.

An ICO is usually anticipated by the publication of a white paper, a document presenting ICO scope and char-
acteristics. Its content is not pre-established, but it usually deals also with the technical description of the token 
and of the smart contract involved in the offer.

The participant in an ICO receives in exchange for their participation a token which can be programmed to play 
a wide range of roles in the functioning of the company. Traditional classifications recognize three main categories: 
cryptocurrency, utility and investment tokens. But the classification exercise is not always simple, because of the 
presence of so-called hybrid tokens, tokens which do not fit any of the three traditional categories since they share 
the characteristics of two or more of them, without being classified as an autonomous category.

The term ICO is generally used as a broader term to refers to the offering of tokens to the market, in exchange 
for fiat money of other tokens. The DeFi rapidly evolving markets have seen the rise of different ways to conduct 
this offering.

One of the most common is the Initial Exchange Offering (IEO). IEO can be simply defined as an ICO con-
ducted on a launchpad platforms, traditionally a cryptocurrency exchange.

The first fundamental characteristic of an IEO is the fact that it is intermediated. Indeed, ICOs generally are 
conducted directly on the website of the issuing entity. From the point of view of the promotion of the offer, the 
launchpad platforms have the same role as a crowdfunding platform. A potential investor within the platform has 
the possibility of choosing between different “investment” solutions. So launchpads grant important advantages 
to the issuer, that is, a prepared crowd of potential investors.

The use of an intermediary platform also gives some advantages to potential investors who may trust the fact 
that the exchange has performed a due diligence on the token offering, in order to avoid fraud or scum offering. 
Due diligence is usually conducted in the interests of the platform in order to avoid damages to its image.

9 Impermanent Loss can be defined as the loss incurred in deciding to participate in the liquidity pool instead of holding the sin-
gle asset. Indeed, if the value ratio of the two tokens changes a lot, the protocol distributes part of the increased value of one token 
to the other one, selling the first and buying the second. This implies a reduction of the amount of the token whose value increases. 
In this circumstance the liquidity providers would have had a grater gain simply holding the tokens instead of adding funds to a pool.

The loss of the liquidity provider increases when the value of one of the tokens drops significantly. In this case, indeed, the liquid-
ity provider suffers a decrease also of the paired token.

The terms “impermanent” means that the loss does not actually suffer by the liquidity provider until he/she decides to remove 
the liquidity. Changing of the market value of the two tokens may always recreate the conditions before the token dropping value.

10 This could be possible because additional token creation is free of direct costs for the entrepreneur. Indirect costs are, instead, 
related to the value dilution of injecting new liquidity into a system.
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CONCLUSION

It is immediately obvious that DeFi can be seen as more sustainable than a traditional financial system. This 
actually can be considered true due to the fact that “DeFi algorithms” do not need buildings and energy consum-
ing computers or people who need to commute to work by cars, trains or aeroplanes.

Protocols consume only the energy of the blockchain, and new blockchains using PoS instead of PoW are more 
sustainable.

However, as of today, the traditional financial system will not disappear. There is still a considerable number 
of financial services which cannot be substituted by protocols. These are the ones that still require an important 
human component to be performed. As for the others, there may be a slow substitution, although initially, some 
substitutes may not be fully “unpolluting”.

Metaphorically speaking, in choosing a transportation method, we do not opt for the horse because the horse 
is less polluting than the car. We still choose the car, although we are doing our best to spread the adoption of 
electric cars.
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